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· The AMF indicates to the 5G AN(s) of new added AMF’s Address, i.e. the IP address used for NGAP Setup. 

· The 5G AN(s), after receiving the AMF address, initiates NGAP Setup with the new AMF, and starts to select the new AMF instance as usual.
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***** 1st Change *****

5.21.2.1
AMF Addition/Update

The 5G System should support establishment of association between AMF and 5G-AN node.

A new AMF can be added to an AMF set and association between AMF and GUAMI can be created and/or updated as follows:
-
AMF shall be able to dynamically update the NRF with the new or updated GUAMI(s) to provide mapping between GUAMI(s) and AMF information. Association between GUAMI(s) and AMF is published to NRF. In addition, to deal with planned maintenance and failure, an AMF may optionally provide backup AMF information, i.e. it act as a backup AMF if the indicated GUAMI associated AMF is unavailable. Based on that information one GUAMI is associated with an AMF, optionally with a backup AMF used for planned removal and/or another (same or different) backup AMF used for failure.

-
Upon successful update, the NRF considers the new and/or updated GUAMI(s) for providing AMF discovery results to the requester. Requester can be other CP network functions.

-
The new AMF provides its GUAMI to 5G-AN and 5G-AN store this association. If the association between the same GUAMI and another AMF exists in the 5G-AN (e.g. due to AMF planned removal), the previously stored AMF is replaced by the new AMF for the corresponding GUAMI association.

Information about new AMF should be published and available in the DNS system. It should allow 5G-AN to discover AMF and setup associations with the AMF required. N2 setup procedure should allow the possibility of AMFs within the AMF Set to advertise the same AMF Pointer and/or distinct AMF Pointer value(s) to the 5G-AN node.

Alternatively,the 5G AN(s) may get the address of new added AMF directly from the 5GC. To support this, when a new AMF is added to the AMF Set, the NRF notifies the new registered AMF profile to one dedicated AMF instance as defined in TS 23.502 [3] clauses 4.17.7. The AMF instance which receives the event indicates the new AMF address to the connected 5G AN(s). The 5G AN(s) setup TNL associations towards the new AMF.
To support the legacy EPC core network entity (i.e. MME) to discover and communicate with the AMF, the information about the AMF should be published and available in the DNS system. Furthermore, GUMMEI and GUAMI encoding space should be partitioned to avoid overlapping values in order to enable MME discover an AMF without ambiguity.
***** 2nd  Change *****

6.3.1.0
Principles for Binding, Selection and Reselection

Binding can be used to indicate suitable target NF producer instance(s) for NF service instance selection, reselection and routing of subsequent requests associated with a specific context. This allows the NF producer to indicate that the NF consumer, for a particular context, should be bound to an NF service instance, NF instance, NF service set or NF set depending on local policies and other criteria (e.g. at what point it is in the middle of a certain procedure, considering performance aspects etc).

The NF service producer may provide a binding indication to the NF service consumer as part of the Direct or Indirect Communication procedures, to be used in subsequent related service requests. The level of binding indication provided by the NF service producer to the NF consumer indicates if the producer is either bound to NF service instance, NF instance, NF Service Set or NF set as specified in Table 6.3.1.0-1. The binding indication may include NF Service Set ID, NF Set ID, NF instance ID, or NF service instance ID, for use by the NF consumer or SCP for NF Service Producer (re-)selection. If the resource is created in the NF Service Producer, the NF Service Producer provides resource information which includes the endpoint address of the NF service producer.

Table 6.3.1.0-1 defines the selection and reselection behaviour of NF services consumers and SCPs depending on the binding indication provided by an NF service producer. The detailed procedures refer to clause 4.17.11 of TS 23.502 [3]

Table 6.3.1.0-1: Binding, selection and reselection

	Level of Binding indication
	The NF Consumer/SCP selects
	The NF Consumer/SCP can reselect e.g. when selected producer is not available
	Values for Binding ID(s) available for selection and re-selection

	NF Service Instance
	The indicated NF Service Instance
	An equivalent NF Service instance:

-
within the NF Service Set (if applicable)

-
within the NF instance

-
within the NF Set (if applicable)
	NF Service Instance ID, NF Service Set ID, NF Instance ID, NF Set ID

	NF Service Set
	Any NF Service instance within the indicated NF Service Set
	Any NF Service instance within an equivalent NF Service Set within the NF Set (if applicable)

(Note 2)


	NF Service Set ID, NF Instance ID, NF Set ID

	NF Instance
	Any equivalent NF Service instance within the NF instance.
	Any equivalent NF Service instance within a different NF instance within the NF Set (if applicable)
	NF Instance ID, NF Set ID

	NF Set
	Any equivalent NF Service instance within the indicated NF Set
	Any equivalent NF Service instance within the NF Set
	NF Set ID

	NOTE 1:
if binding indication is not available, the NF Consumer/SCP routes the service request to the target based on routing information available.

NOTE 2:
NF Service Sets in different NFs are considered equivalent if they include same type and variant (e.g. identical NF Service Set ID) of NF Services.


The requester NF or SCP may subscribe to receive notifications from the NRF of a newly updated NF profile of an NF (e.g. NF service instances taken in or out of service), or newly registered de-registered NF instances. The NF/NF service status subscribe/notify procedure is defined in TS 23.502 [3], clauses 4.17.7 and 4.17.8.

NOTE 1:
The 5G-AN get the newly registered AMF from the DNS or AMF notification  as defined in clause 5.21.2.1.
For NF and NF service discovery across PLMNs, the NRF in the local PLMN interacts with the NRF in the remote PLMN to retrieve the NF profile(s) of the NF instance(s) in the remote PLMN that matches the discovery criteria. The NRF in the local PLMN reaches the NRF in the remote PLMN by forming a target PLMN specific query using the PLMN ID provided by the requester NF. The NF/NF service discovery procedure across PLMNs is specified in clause 4.17.5 of TS 23.502 [3].

NOTE 2:
See TS 29.510 [58] for details on using the target PLMN ID specific query to reach the NRF in the remote PLMN.

For topology hiding, see clause 6.2.17.
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